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Abstract 

This work examines activities by the People’s Republic of China (PRC) and its companies in digital 
technologies and associated economic sectors in Latin America, including telecommunications, 
surveillance, eCommerce, fintech, data centers, and smart cities. It finds that, despite obstacles 
arising from both resistance in the region and internal PRC politics, Chinese companies have made 
significant advances in these sectors, creating opportunities for them to leverage these positions to 
advance in other areas, while also giving them significant opportunities to collect intelligence on 
both government and commercial targets, putting at risk the ability of its governments to make 
sovereign decisions about the PRC and its companies, and to protect the intellectual property of the 
companies operating within its territory.[1] 
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Introduction 

As the People’s Republic of China (PRC) has worked to re-orient Latin America and other parts of the 
world to its economic advantage, the region’s digital economy and associated technologies have 
emerged as a key focus of its efforts. These areas received significant focus in Made in China 
2025[2] and the PRC’s 2015 “Digital Silk Road” initiative.[3] Two of the 8 pillars[4] in China’s “Global 
Development Initiative”[5] the digital economy, and connectivity,[6] are tied to them. The China-CELAC 
2022-2024 plan explicitly prioritizes China’s engagement with the region in a broad range of digital 
sectors, including “digital infrastructure, telecommunications equipment, 5G, big data, cloud 
computing, artificial intelligence, Internet of Things, smart cities, Internet+, universal 
telecommunication services,”[7] and “radio spectrum management.”[8] 

Such digital technologies are particularly valuable for China’s advance both as the leading edge of 
current business innovation, while affording those who dominate them unparalleled leverage over 
the economic activities they support, and information about government and commercial processes 
and leaders using or otherwise touched by those networks. PRC dominance of digital technologies 



2 

in Latin America and elsewhere thus provides the opportunity to know, compromise, and otherwise 
exploit the sovereign decision processes of those governments and competitors, in advancing 
Chinese interests. 

The Structure of the Chinese Digital Opportunity and 
Challenge 

The strategic opportunity for China arising from its pursuit of digital sectors and technologies in 
Latin America (as elsewhere) is based on a reinforcing dynamic. Chinese dominance in applied 
technologies (eg. solutions for companies such as Huawei in 5G) allows them to play a leading role 
in setting “standards” through international bodies like the International Telecommunications Union 
(ITU).[9] Setting standards, in turn helps the PRC to lock in competitive advantages in associated 
sectors and shut out the competition. The PRC recognized the strategic value of standards in its 
document China Standards 2035.[10] 

Chinese dominance of strategic digital sectors, in turn, position them to favor PRC-based companies 
who are served by such systems. There is an inherent synergy, for example, between the spread of 
Chinese payment systems, and products and services which can either be bought by them, or are 
designed to exclusively use them. The spread of the Digital RNB in Latin America, as elsewhere, will 
only expand this challenge. 

With respect to intelligence, the opportunities available to the PRC from its growing presence in 
digital sectors in Latin America, is complemented by its intention, through its own laws and empirical 
past practice, to exploit it. The 2017 Chinese National Security Law obliges those subject to PRC 
jurisdiction,[11] to turn over information under their control if relevance to the “national security” of 
the PRC state, no matter how much Chinese companies might protest otherwise.[12] This creates a 
lever for the PRC to access the data on companies or individuals that may pass through the 
architectures of telecommunications companies such as Huawei and ZTE, eCommerce companies 
such as Alibaba, rideshare companies like DiDi, fintech firms like NuBank, and Chinese companies 
operating data centers, whose “clouds” may contain a vast quantity of sensitive, exploitable personal 
data, intellectual property, and/or government information. 

While the question of what the PRC would do with the data accessible through digital technologies 
cannot be addressed with certainty, the PRC has a track record of permitting, or even enabling 
intellectual property theft in its own country,[13] as well as hacking and other forms of digital 
espionage abroad. In September 2020, the U.S. Justice Department indicted members of the 
Chinese group Apt41 for attempting to hack into 100 US companies.[14] In Africa, the Chinese group 
“Bronze President” used the information system the PRC government had donated to the African 
Union, to siphon off surveillance data from the organization’s security cameras.[15] With respect to 
Latin America, in December 2021, Microsoft exposed hacking by the Chinese group Nickel, whose 
targets included corporations in 16 Latin American countries.[16] 

In pursuing the benefits that Chinese digital products appear to offer, it is not clear that local 
governments in Latin America are able to evaluate the risks of the compromise of their data, or 
information that can be gained through access to that data. Nor is it clear that civil society in Latin 
America or elsewhere has the technical knowledge or tools for evaluating the risks and working 
toward rational public policy positions to control the risks while securing the benefits of Chinese or 
other digital technologies. 
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Telecommunications Sector 

Huawei has played a role in the Latin American and Caribbean telecommunication sector since 
1999.[17] As of 2019, Huawei operated in 20 countries in Latin America,[18] with market shares greater 
than 20% in four of them. In Brazil, Huawei has 50% of the telecommunications equipment 
market.[19] Auspiciously, the company’s greatest technical leaps are believed to have come from 
intellectual property that it stole from the Canadian firm Norte.[20] Much of the current participation 
of Huawei in Latin American telecommunications architectures is through the incorporation of its 
telephones, servers, routers and other equipment into the architectures and commercial offerings of 
retail providers such as Claro, Movistar,[21] Personal,[22] and Tigo,[23] although PRC-based companies 
also provide components and services directly to state-owned telecommunications entities there 
such as Antel in Uruguay[24] or Indodel in the Dominican Republic.[25] 

Other Chinese companies also provide equipment to Latin America, including Oppo[26] and 
Xiaomi,[27] which opened its first physical store in Latin America in Buenos Aires in March 
2022.[28] Lesser-known Chinese brands are often brought in as “white label” devices and marketed 
under the name of the company offering them. 

Currently, Huawei is a leader in Latin America in providing equipment for 5G networks, often with 
advantages of cost and the breadth of the offering. Huawei equipment is positioned to be included 
in significant ways in Chile, Peru and Brazil,[29] which are currently leading the region in the 
implementation of 5G. Indeed, in Curitiba, Brazil, Huawei is seeking to set up a demonstration 5G 
“smart city.”[30] Huawei is also well positioned in Argentina[31] and Colombia,[32] among others, have 
made important progress with enabling steps such as defining and auctioning bandwidth. 

Through design and standards in which each part of the Chinese offering works best (or sometimes 
only) with other Chinese products, PRC-based companies build off each other to dominate 
interdependent digital domains.[33] The President of Huawei’s cloud services in Latin America, Xiao 
Fe, emphasizes the competitive position from the power of the “convergence between the cloud, the 
AI, the 5G network, and the Internet of Things.”[34] 

Surveillance Systems 

Another digital sector in which PRC-based companies are making significant advances is 
surveillance systems. Chinese firms such as the camera companies Hikvision and Dahua first 
entered Latin American markets such as Mexico and Ecuador as early as 2007.[35] As their product 
offering has evolved, such companies, and integrators like Huawei, have leveraged technologies 
such as facial recognition and biometrics, in combination with big data, to develop capabilities in the 
PRC where individual privacy considerations are minimal, then provided those offerings to Latin 
America, where insecurity, the fight against corruption make Chinese solutions attractive. Indeed, in 
Mexico in 2022, China’s Hikivision acquired Mexico’s largest security systems company Syscom.[36] 

The Chinese surveillance offerings installed to date in Latin America are diverse. They include 
security camera systems deployed in places like Mexico City, Georgetown Guyana, Jujuy 
Argentina,[37] and Colon, Panama.[38] They also include a system deployed on Uruguay’s border with 
Brazil,[39] as well as national-level architectures with broad monitoring, communication and other 
capabilities, such as the country-wide ECU-911 in Ecuador,[40] and BOL-110 in Bolivia. Even more 
importantly, beyond such high-profile projects, PRC-based companies such as Hikvision[41] are also 
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making inroads in the corporate and home surveillance market in the region,[42] giving them access 
to a far broader array of information, depending on who has access to such information. 

Health Architectures 

With the Covid-19 pandemic, another area being actively exploited by the Chinese is digital health 
services. In Bolivia, obligatory monitors for alerting people to those with Covid-19 in their proximity 
was incorporated into the Chinese-built government monitoring architecture BOL-110 during the 
pandemic.[43] Health-related digital initiatives were also incorporated within PRC Covid-19 diplomacy 
under the branding “health silk road.”[44] During the pandemic, PRC-based companies such as 
Hikvision and Dahua[45] donated thermal cameras for identifying potentially “sick” subjects with 
elevated body temperatures were installed, often through Chinese government donations,[46] in a 
range of airports and other sensitive public buildings across Latin America. 

As in other areas, a significant role for Chinese monitors and other devices in digital health 
architectures would give the PRC a significant ability to capture sensitive biometric, health and even 
genetic data on not only private individuals, but on personnel working in companies d governments 
of interest. The collection of such data could also contribute to the advance of Chinese monitoring 
technologies and algorithms globally, and even bioengineering for both health and military purposes. 

Smart Cities 

At the apex of the Chinese offering in Latin America is the concept of “smart cities.” PRC-based 
companies are behind half of the world’s “smart cities” projects,[47] and the concept has received 
considerable attention and support by Chinese President Xi.[48] According to US Southern 
Command,[49] there are currently 10 major “smart cities” initiatives underway in the region. 

While the composition of smart cities varies widely, it generally involves the integration of numerous 
different digital services from surveillance architectures to transportation systems,[50] to smart pay 
devices, to public utility management, to emergency response and alerts against disasters, providing 
the operator unprecedented opportunities for gathering movement, financial, and other intelligence 
on the residents and others operating in the cities. 

Ecommerce 

In eCommerce, the Chinese company Alibaba plays an important role in the sourcing of Chinese 
products in Latin America. It is strongest in the region in the business to business (B2B) role that 
propelled its original expansion, although it has made some progress in the business-to-consumer 
(B2C) market, particularly in Brazil.[51] The company continues to face challenges in the expansion of 
its B2C business due to poor infrastructure for delivering to consumers, and strong competition 
from the more established players Amazon and Mercado Libre.[52] 

China’s eCommerce also includes the ride-share company DiDi Chuxing,[53] which expanded its 
presence in the region significantly through its 2018 acquisition of the Brazilian rideshare company 
99.[54] Prior to the Covid-19 pandemic, DiDi had by some estimates half of the rideshare market in 
Latin America,[55] with a particularly strong presence in Mexico and Brazil, but also operating in 
Colombia, Chile, and the Dominican Republic. As with other Chinese companies in the digital space, 



5 

the services provided by DiDi are also integrated into other digital architectures. DiDi lists itself as 
integrated with some 30 Chinese smart cities projects and proposals worldwide, and is working 
toward being a service provider in such cities including through self-driving cars.[56] 

Such integration will only expand the risk of data collected by Didi on the trips of its users which can 
provide insights into important meetings between government figures of interest to China, 
commercial competitors, and personal activities of Didi users that could be used as a basis to 
blackmail them. Reflecting concerns over DiDi’s data, in 2022, the US Defense Department 
acknowledged an ongoing investigation into DiDi regarding such data related issues.[57] 

PRC-based companies have further begun to build a position in Fintech, although their focus has to 
date been on digital payment systems such as advances by Alipay in Mexico.[58] Nonetheless, 
Chinese companies continue to struggle to advance in that space in part due to the weakness of 
local banking architectures as a vehicle for conducting direct payments, circumventing the networks 
by the established credit providers such as Mastercard and Visa. 

Latin American use of the Digital RNB, which the PRC is currently rolling out,[59] could expand the 
attractiveness of its Chinese payment systems. Experts consulted for this work note, however, that 
in the short term, such potential is limited by the linkage of the Digital RNB to the PRC government; 
Latin Americans prefer the anonymity of non-government digital currencies such as Bitcoin,[60] most 
famously adopted in 2021 as an official currency by Nayib Bukele’s government in El Salvador.[61] 

Beyond payment systems, PRC-based companies have had some success expanding into consumer 
loan-oriented Fintechs. In 2018, for example, Tencent acquired a $180 million stake in the Brazilian 
Fintech NuBank.[62] The PRC-based finance company FoSun similarly operates in Brazil,[63] although 
it has had challenges there. Although offering “banking services to the traditionally unbanked” is a 
major growth area for Fintechs in general,[64] the importance of local knowledge of the populations 
being targeted has been an obstacle for the Chinese advance in the sector. Nonetheless, to the 
extent the PRC advances in loan-based Fintechs, its market penetration potentially gives the PRC 
insights into the financial status of millions, including lower-level personnel working in companies or 
areas that may be of interest to the Chinese. 

Big Data and Cloud Computing 

Data Centers are another domain providing significant opportunities for the Chinese. Huawei, for 
example, currently operates data centers in multiple Latin American countries,[65] supporting eight 
“data availability zones” across the region.[66] Its footprint includes cloud storage facilities in 
Santiago, Chile, Sao Paulo, Brazil, and two facilities in Mexico,[67] with plans for more. Huawei’s data 
center concept integrates with its cellular and other communications capabilities, and a range of 
service offerings from supporting corporate communications and processes, to health sector 
applications.[68] Perhaps more ominously, Huawei offers a program in Latin America for subsidizing 
start-ups to locate their intellectual property and processes in the Huawei cloud,[69] giving the 
company access to some of the most leading-edge technology in Latin America. 

Chinese data centers in the region are driven in part by the storage needs of Chinese eCommerce 
platforms such as Alibaba. Alibaba affiliated Tencent, for example, set up a data center for its 
operations in Brazil.[70] Such data centers highlight the risk that both vendors and purchasers are 
incentivized or obliged to maintain sensitive data about their products, processes and finances on 
such sites, where the Chinese owners have access to them. In 2021, the Chinese company Aisino 
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almost won a contract for managing,[71] and thus giving it access to virtually the entire Chilean civil 
registry. 

Companies such as Huawei, however, are taking the services available through data centers far 
beyond eCommerce, with cloud computing and artificial intelligence operating on “big data” stored 
there, some captured from the “internet of things” taking to a new level both the attractiveness of 
such services, and the level of personal, corporate and government data that can be compromised. 
Recently, Huawei began promoting its data center in Chile as a place where start-up firms could 
locate their operations and data, subsidized by Huawei thus giving the Chinese access to the 
potential cutting edge technology and innovations of those firms.[72] 

Helping Chinese Authoritarian Friends 

The support that the PRC provides to its non-democratic, typically anti-US friends through digital 
technologies, compliments the help it provides them through purchasing their commodities, 
providing them loans and investments,[73] and selling them security equipment, to sustain the life of 
those regimes.[74] 

In Venezuela, Chinese electronics company CEIEC helped the de facto Maduro regime spy on de jure 
President Juan Guaido and his supporters.[75] The “fatherland identity card,” implemented for the 
Venezuelan regime by China’s ZTE, is a digital mechanism for tracking the population and 
distributing scarce resources from the state,[76] similar to prototype “social credit systems” in China. 
The card is obligatory for everything from everything from voting to receiving gasoline at state-
subsidized prices and scarce rations (the infamous “CLAP” boxes),[77] to Chinese and Russian Covid-
19 vaccines,[78] and also acts as a “digital wallet” for certain types of payment.[79] Likewise, in Cuba, 
the technology provided by Huawei to help that nation’s communist government implement its 
cellphone and telecommunications architecture,[80] was used[81] to shut down 
communications[82] among protesters[83] during the July 2021 nationwide uprising against the Cuban 
government, similar to the use of such technologies in the PRC. 

In Ecuador, the nationwide surveillance system ECU-911, built by PRC-based companies for the 
populist former regime of Rafael Correa,[84] helps the government to survei,[85] and according to his 
successor Lenin Moreno, even spy on, the Ecuadoran people.[86] Additionally, in Bolivia, the similar 
system BOL-110, built by the Chinese for the populist regime of Evo Morales, includes facial 
recognition and license plate verification.[87] It has also been used to help the regime monitor the 
Bolivian population. Indeed, it was used in April 2020 to help the government digitally track those 
suspected of having Covid-19 through obliging them to wear reporting bracelets connected to the 
system.[88] 

Challenges to China’s advance 

While PRC-based companies have made impressive advances in digital technologies and sectors in 
the region, their dominance of those sectors and ability to exploit them is not a fait accompli. Latin 
American governments are increasingly aware of the threats that their participation in digital 
architectures poses to their ability to make sovereign decisions. The difficulty of partners such as 
the United States to share intelligence and other sensitive information with partners with such 
compromised architectures, and the potential reluctance of Western investors to invest in 
operations involving sensitive intellectual property arguably increases host government interest in 
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the reliability of their digital architectures, including which companies and technologies participate in 
them. 

At the same time, the advance of Chinese companies in the digital space is in some ways being 
hampered by the PRC’s own battle for control over those technologies and to ensure that the 
wealthy company heads associated with them do not become a threat the President Xi’s leadership. 
The Chinese government’s move to block the $300 billion initial public offering of billionaire Jack 
Ma’s Ant Group in November 2020,[89] and the July 2021 investigation and move to control the data 
of rideshare company DiDi Chuxing are two such examples.[90] Indeed, the targeting of Jack Ma’s 
companies by the PRC government has slowed the advance of the international portion of the 
company. The PRC attention to DiDi, on the other hand, appears to have hurt its domestic expansion 
more than its international business.[91] 

Recommendations and Conclusions 

There are a number of steps that the governments of the region and the US can take to help manage 
the associated risks: 

Latin American governments must increase the sophistication of their threat assessment for the 
implementation of digital technologies in sensitive areas by companies whose governments, such 
as the PRC, pose an empirically demonstrated credible threat of not protecting the intellectual 
property, and privacy of that data. Similarly, the US and like-minded Western partners must 
respectfully make clear to partners the consequences of allowing untrusted vendors in architectures 
in such a way that put sensitive government, personal, or corporate information at risk. This may 
include explaining that the US or other Western partners may not be able to supply intelligence data 
or other forms of cooperation over such compromised networks. Where the US should also work 
together with its like-minded democratic partners, to provide reasonable alternatives to those 
partners. 

To better make the case for the justification behind its warnings, the US must better collect and 
make available examples showing past incidents of Chinese hacking, cyberespionage, or other 
relevant wrongful activities by the PRC government and its companies. In a similar fashion, the US 
must better communicate with Latin American publics in an effective way regarding the nature and 
magnitude of the threat coming from the information the Chinese can capture from those digital 
architectures. 

The US and other Western governments must also do more to work with the private sector to both 
educate and learn from them regarding the risks to their intellectual property and competitive 
position arising from the ability of the Chinese to access their data, to more effectively leverage 
them as partners and advocates in the countries in which they operate and enable them to continue 
to securely create jobs and opportunity in the countries where they invest. As a compliment, the US 
must increase coordination with and support for leading private sector firms in digital sectors, 
should help partner nations evaluate threats and develop effective policies, standards formation 
processes, and investment screening mechanisms to protect the integrity of domains vulnerable to 
digital compromise. 

Finally, in looking to the future, the US must work with partner governments must work with those 
private sector companies and other interested parties to advance an alternative vision of digital 
architectures that are both competitive with the Chinese offering, while yet also assuring the 
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protection of the individual and groups (including corporations) from the intelligence that can be 
gained by exploiting that data. 

Endnotes: 

1. The author thanks Christopher Walker, John Price, Mike Singh, and Alexander Sachsen, 
among others, for their contributions to this work. The views expressed herein are strictly his 
own. ↑ 

2. Scott Kennedy, “Made in China 2025”, Center for Strategic and International Studies (June 1, 
2015), https://www.csis.org/analysis/made-china-2025 ↑ 

3. “Assessing China’s Digital Silk Road Initiative” A Transformative Approach to Technology 
Financing or a Danger to Freedoms?, Council on Foreign 
Relations, https://www.cfr.org/china-digital-silk-road/ ↑ 

4. “T&T, China propose collaboration for development of Vision 2030”, loop news (March 25, 
2022), https://tt.loopnews.com/content/tt-china-propose-collaboration-development-vision-
2030 ↑ 

5. Xinhua, “China to advance Global Development Initiative with all parties: Chinese FM”, china 
cn (September 27, 2021), http://www.china.org.cn/world/2021-
09/27/content_77776800.htm ↑ 

6. Zhang Yunfei, “Development initiative promotes, protects human rights”, china daily (April 2, 
2022), http://www.chinadaily.com.cn/a/202204/02/WS62478574a310fd2b29e54c11.html ↑ 

7. “China - CELAC joint action plan for cooperation in key areas (2022-2024)”, Embassy of the 
People’s Republic of China in the cooperative Republic of Guyana (December 13, 
2021), http://gy.china-embassy.org/eng/xwfw/202112/t20211213_10469237.htm ↑ 

8. Ibid. ↑ 

9. “About International Telecommunication Union (ITU)”, International Telecommunication 
Union, https://www.itu.int/en/about/Pages/default.aspx ↑ 

10. China Standards 2035, horizon advisory, https://www.horizonadvisory.org/china-standards-
2035-first-report ↑ 

11. Reuters Staff, “China passes tough new intelligence law”, reuters (Beijing: June 27, 
2017), https://www.reuters.com/article/us-china-security-lawmaking/china-passes-tough-
new-intelligence-law-idUSKBN19I1FW ↑ 

12. Arjun Kharpal, “Huawei CEO: No matter my Communist Party ties, I’ll ‘definitely’ refuse if 
Beijing wants our customers’ data”, cnbc (January 15, 
2019), https://www.cnbc.com/2019/01/15/huawei-ceo-we-would-refuse-a-chinese-
government-request-for-user-
data.html#:~:text=Huawei%20would%20never%20allow%20China%E2%80%99s%20governm
ent%20to%20access,continued%20political%20pressure%20on%20the%20Chinese%20techn
ology%20giant ↑ 

13. Dan Blumenthal y Linda Zhang, “China Is Stealing Our Technology and Intellectual Property. 
Congress Must Stop It”, national review (June 2, 
2021), https://www.nationalreview.com/2021/06/china-is-stealing-our-technology-and-
intellectual-property-congress-must-stop-
it/?msclkid=aaec3d0eb6b211ec94adf0aa2499c609 ↑ 

14. Tom Winter, “DOJ says five Chinese nationals hacked into 100 U.S. companies”, nbc 
news (September 16, 2020), https://www.nbcnews.com/politics/justice-department/doj-



9 

says-five-chinese-nationals-hacked-100-u-s-companies-
n1240215?msclkid=c57899a9ade411eca37937cfa0d518bd ↑ 

15. Raphael Satter, “Exclusive-Suspected Chinese hackers stole camera footage from African 
Union – memo”, reuters (Washington: December 16, 
2020), https://www.reuters.com/article/us-ethiopia-african-union-cyber-exclusiv-
idINKBN28Q1DB ↑ 

16. Carly Page, “Microsoft seizes control of websites used by China-backed hackers”, tech 
crunch (December 6, 2021), https://techcrunch.com/2021/12/06/microsoft-seizes-control-
of-websites-used-by-china-backed-hackers/ ↑ 

17. Xinhua, “Chinese telecom company Huawei thrives in Latin America”, China Daily (Sao Paulo: 
April 4, 2015), https://www.chinadaily.com.cn/business/tech/2015-
04/21/content_20494765.htm ↑ 

18. “Huawei expanded in Latin America during 2019”, new tech mag (December 21, 
2019), http://newtechmag.net/2019/12/21/huawei-expanded-in-latin-america-during-
2019/#:~:text=Currently%2C%20Huawei%20operates%20in%2020,%2C%20Peru%2C%20and
%20Central%20America ↑ 

19. “How Huawei is doubling down on Latin America amid global headwinds”, BN 
Americas, https://www.bnamericas.com/en/features/how-huawei-is-doubling-down-on-latin-
america-amid-global-headwinds ↑ 

20. Beezz Ludlum, “The Theft that Led to Success: The Story of Huawei and Nortel”, gadget 
advisor (January 2019), https://gadgetadvisor.com/news/the-theft-that-led-to-success-the-
story-of-huawei-and-nortel ↑ 

21. Evan Ellis, “Uruguay exemplifies how to deal with China”, the global americans (June 22, 
2021), https://theglobalamericans.org/2021/06/uruguay-exemplifies-how-to-deal-with-
china/?msclkid=485b877ab6a511ecac9169b1ce8f1d57 ↑ 

22. Xinhua, “Huawei’s ‘one-peso smartphone’ causes sensation in Argentina”, china 
daily (October 2, 2016), https://www.chinadaily.com.cn/world/2016-
10/02/content_26962079.htm ↑ 

23. Portal 
tigo, tigo, https://compras.tigo.com.co/huawei?msclkid=748fea9db6b911eca549d8eabfce2
9eb ↑ 

24. Evan Ellis, “Uruguay exemplifies how to deal with China”. ↑ 

25. Agencia EFE, “Huawei propone a Indotel mejorar la conectividad en el país”, el dinero (14 
septiembre de 2020), https://eldinero.com.do/120733/huawei-propone-a-indotel-mejorar-la-
conectividad-en-el-pais/ ↑ 

26. “Counterpoint: Oppo surpasses Huawei and becomes largest smartphone brand in 
China”, gsm arena (March 5, 
2021), https://www.gsmarena.com/counterpoint_oppo_surpasses_huawei_and_becomes_la
rgest_smartphone_brand_in_china-news-48076.php ↑ 

27. Alasdair Baverstock, “See how Xiaomi has won in Latin America”, news us cgtn (November 
21, 2021), https://newsus.cgtn.com/news/2021-11-21/See-how-Xiaomi-has-won-in-Latin-
America-15lWgiHK9IQ/index.html ↑ 

28. Huaxia, “Xiaomi opens first brick-and-mortar store in Argentina”, xinhuanet (Buenos Aires: 
April 8, 
2022), http://www.xinhuanet.com/english/20220408/703f7d298b954ecab166b5c8500ebcd
5/c.html ↑ 



10 

29. Andrea Saravia, “Towering Services and the Status of the 5G Launch in Latin 
America”, ufinet (November 29, 2021), https://www.ufinet.com/towering-services-and-the-
status-of-the-5g-launch-in-latin-america/?msclkid=d5ef3da2b6b211ec915bea9c907f712a ↑ 

30. “TIM Brasil and Huawei Sign MoU to Transform Curitiba into the Country’s First ‘5G 
City’”, Huawei (Rio de Janeiro, Brazil: March 4, 
2022), https://www.huawei.com/en/news/2022/3/mou-tim-5g-city-2022 ↑ 

31. Ricardo Sametband, “Redes 5G: la Argentina ya definió que frecuencias usará para la nueva 
red de internet móvil”, La Nación (December 24, 
2021), https://www.lanacion.com.ar/tecnologia/redes-5g-la-argentina-ya-definio-que-
frecuencias-usara-para-la-nueva-red-de-internet-movil-
nid24122021/?msclkid=d6cab641b6b311ec92df3c54ba0e618a ↑ 

32. Sebastian Romero Torres, “5G in Colombia: the equipment is already there; and the networks, 
for when?”, impacto tic (February 18, 2022),https://impactotic.co/en/chipset-how-is-
colombia-doing-in-5g-matters/?msclkid=03b640f4b6b411ec960d211fd5de310c ↑ 

33. Raymond R. Dua Jr., “The rise of Chinese technology in Latin America”, the global 
americans (August 12, 2020), https://theglobalamericans.org/2020/08/the-rise-of-chinese-
technology-in-latin-america/ ↑ 

34. “Huawei expanded in Latin America during 2019”, new tech mag. ↑ 

35. Raymond R. Dua Jr., “The rise of Chinese technology in Latin America”. ↑ 

36. Robert Wren Gordon, “Hikvision Takes Control of Syscom’s Board, Mexico’s Largest 
Distributor”, ipvm video surveillance information (January 4, 
2022), https://ipvm.com/reports/hikvision-syscom-board ↑ 

37. Cassandra Garrison, “’Safe like China’: In Argentina, ZTE finds eager buyer for surveillance 
tech”, reuters (San Salvador de Jujuy, Argentina: July 5, 
2019), https://www.reuters.com/article/us-argentina-china-zte-insight-
idUSKCN1U00ZG?msclkid=443ad8b0b6a611ec875cb5ed7609f565 ↑ 

38. “Solución de ciudad segura salvaguarda el Puerto de Colón en Panamá Parte I” forum 
huawei (Febraury 7, 2020), https://forum.huawei.com/enterprise/es/soluci%C3%B3n-de-
ciudad-segura-salvaguarda-el-puerto-de-col%C3%B3n-en-panam%C3%A1-parte-
i/thread/600246-100323 ↑ 

39. Gabriel Porfilio, “Uruguay blinda con 1.000 cámaras de vigilancia la frontera con 
Brasil”, infodefensa (Febraury 23, 2019), https://www.infodefensa.com/texto-
diario/mostrar/3166470/uruguay-blinda-1000-camaras-vigilancia-frontera-brasil ↑ 

40. Jonah M. Kessel, “In a Secret Bunker in the Andes, a Wall That Was Really a Window”, New 
York times (April 26, 2019), https://www.nytimes.com/2019/04/26/reader-center/ecuador-
china-surveillance-spying.html?msclkid=1ba7540cb6a611eca84bf85f212392b7 ↑ 

41. “Hikvision ofrecerá una serie de webinars para América Latina”, ventas de seguridad (April 7, 
2020), https://www.ventasdeseguridad.com/2020040711980/noticias/empresas/hikvision-
ofrecera-una-serie-de-webinars-para-america-latina.html ↑ 

42. “Hikvision Company Profile”, hikvision, https://www.hikvision.com/en/about-us/company-
profile/ ↑ 

43. “La Paz: Aprueban uso de tobilleras eléctricas para sospechosos de coronavirus”, educación 
radiofónica de Bolivia (April 9, 2020), https://www.erbol.com.bo/nacional/la-paz-aprueban-
uso-de-tobilleras-el%C3%A9ctricas-para-sospechosos-de-coronavirus ↑ 

44. Yanzhong Huang, “The Health Silk Road: How China Adapts the Belt and Road Initiative to 
the COVID-19 Pandemic”, american public health association (March 23, 
2022), https://ajph.aphapublications.org/doi/10.2105/AJPH.2021.306647 ↑ 



11 

45. Press Release, “Dahua Technology donates to the Coahuila government a thermal camera 
that helps preliminary detection of high body temperature and collaborates in the prevention 
and control of Covid-19”, BN Americas (Mexico City: April 16, 
2020), https://www.bnamericas.com/en/news/dahua-technology-donates-to-the-coahuila-
government-a-thermal-camera-that-helps-preliminary-detection-of-high-body-temperature-
and-collaborates-in-the-prevention-and-control-of-covid-19 ↑ 

46. “Hikvision dona cámaras térmicas a Alcaldía de Panamá”, Periódico digital news in 
america (20 de mayo de 2020), https://newsinamerica.com/pdcc/boletin/2020/hikvision-
dona-camaras-termicas-a-alcaldia-de-panama/ ↑ 

47. Matthew Keegan, “In China, Smart Cities or Surveillance Cities?”, us news & world 
report (January 31, 2020), https://www.usnews.com/news/cities/articles/2020-01-31/are-
chinas-smart-cities-really-surveillance-cities ↑ 

48. Research Report Prepared on Behalf of the U.S.-China Economic and Security 
ReviewCommission, “China’s Smart Cities Development”, U.S.-China Economic and Security 
Review Commission (January 2020), https://www.uscc.gov/sites/default/files/2020-
04/China_Smart_Cities_Development.pdf ↑ 

49. Craig S. Faller, “Posture Statement of Admiral Commander, United States Southern 
Command”, U.S. Southern Command southcom (January 30, 
2020), https://www.southcom.mil/Portals/7/Documents/Posture%20Statements/SASC%20
SOUTHCOM%20Posture%20Statement_FINAL.pdf ↑ 

50. Matthew Keegan, “In China, Smart Cities or Surveillance Cities?”. ↑ 

51. “Portal Alibaba”, portuguese alibaba, https://portuguese.alibaba.com/ ↑ 

52. By contrast to Alibaba, Mercado Libre and Amazon reportedly tend to rely more on local 
production or warehousing, rather than Alibaba’s focus on ordering directly from Chinese 
factories, which tends to take longer, although it can be cheaper. ↑ 

53. “La App de movilidad MÁS GRANDE del mundo ¡Llego a México!”, didi México, https://didi-
mexico.com/ ↑ 

54. Reuters Staff, “China’s Didi Chuxing buys control of Brazil’s 99 ride-hailing 
app”, reuters (Brasilia/Sao Paulo: January 3, 2018), https://www.reuters.com/article/us-99-
m-a-didi-idUSKBN1ES0SJ?msclkid=96fc25cfb69b11ec9ed333a6ea0a543d ↑ 

55. Dave Makichuk, “Didi Chuxing Brazilian unit breaks a billion”, asia times (February 2, 
2020), https://asiatimes.com/2020/02/didi-chuxing-brazilian-unit-breaks-a-billion/ ↑ 

56. Didi News, “DiDi and GAC Group Partner Up to Accelerate Development and Mass Production 
of Fully Self-driving EVs”, didi global (May 17, 
2021), https://www.didiglobal.com/news/newsDetail?id=324&type=news ↑ 

57. Evan Ellis, “DiDi and the Risks of Expanding Chinese E-Commerce in Latin America”, the 
global americans (September 2, 
2021), https://d.docs.live.net/69f9fecfce1ab33e/China/22.04%20Chinas%20Digital%20Adva
nce%20-%20Pensamiento%20Estrategico/2022,%20https:/www.protocol.com/policy/didi-
commerce-icts ↑ 

58. Katie Llanos-Small, “Alipay hunts for LatAm opportunities after Openpay deal”, iupana (April 
26, 2018), https://iupana.com/2018/04/26/alipay-hunts-for-latam-opportunities-after-
openpay-deal/?lang=en ↑ 

59. John Adams, “China’s rollout of digital yuan puts pressure on Fed to keep pace”, American 
banker (January 07, 2022), https://www.americanbanker.com/payments/news/chinas-
rollout-of-digital-yuan-puts-pressure-on-fed-to-keep-pace ↑ 



12 

60. David Walsh, “Bitcoin: Which countries could follow El Salvador in making cryptocurrency 
legal tender?”, euronews (June 12, 
2021), https://www.euronews.com/next/2021/06/12/bitcoin-is-el-salvador-the-first-domino-
to-fall-as-latin-america-embraces-cryptocurrencies ↑ 

61. Enrique Dans, “Bitcoin and Latin American Economies: Danger or Opportunity?”, forbes (June 
14, 2021), https://www.forbes.com/sites/enriquedans/2021/06/14/bitcoin-and-latin-
american-economies-danger-or-opportunity/?sh=59d991365bfe ↑ 

62. Carolina Mandl, “China’s Tencent invests $180 million in Brazil fintech Nubank”, reuters (Sao 
Paulo: October 8, 2018), https://www.reuters.com/article/us-tencent-holdings-nubank-m-a-
idUSKCN1MI20L?msclkid=6d146befae3411ecb1366ba62326654c ↑ 

63. Reuters Staff, “China’s Fosun to reduce stakes in two Brazilian financial firms: 
source”, reuters (Sao Paulo: January 14, 2020) https://www.reuters.com/article/us-fosun-
divestiture-brazil-idUSKBN1ZE046?msclkid=1591ecd2ae3411ecb378b71cfcef24de ↑ 

64. Sean Salas, “Fintech Leaps Forward In Latin America”, forbes (March 10, 
2022), https://www.forbes.com/sites/seansalas/2022/03/10/fintech-leaps-forward-in-latin-
america/?sh=138c10452eb7 ↑ 

65. Vaughan O’Grady, “Huawei continues data centre drive in Latin America”, developing 
telecoms (August 26, 2021), https://developingtelecoms.com/telecom-technology/data-
centres-networks/11778-huawei-continues-data-centre-drive-in-latin-america.html ↑ 

66. “HUAWEI CLOUD Steps Up Investment in the Latin America with New Releases and Partner 
Programs”, Huawei cloud (August 26, 2021), https://www.huaweicloud.com/intl/en-
us/news/20210826105400429.html ↑ 

67. Dan Swinhoe, “Huawei planning second Mexico data center, more across Latin 
America”, data center dynamics (August 26, 
2021), https://www.datacenterdynamics.com/en/news/huawei-planning-second-mexico-
data-center-more-across-latin-america/ ↑ 

68. “HUAWEI CLOUD Steps Up Investment in the Latin America with New Releases and Partner 
Programs”. ↑ 

69. Ibid. ↑ 

70. “Chinese Tencent Cloud opens its first data center in Brazil for Latin America”, the rio times 
online (November 26, 2021), https://www.riotimesonline.com/brazil-news/brazil/chinese-
tencent-cloud-opens-its-first-data-center-in-brazil-for-latin-
america/?msclkid=8c76bb72ae3711eca543f5fb0addb462 ↑ 

71. Cristián Torres, “El Registro Civil de Chile dejó sin efecto la licitación que se había 
adjudicado a una empresa china”, infobae (Santiago de Chile: November 16, 
2021), https://www.infobae.com/america/america-latina/2021/11/16/el-registro-civil-de-
chile-dejo-sin-efecto-la-licitacion-que-se-habia-adjudicado-a-una-empresa-china/ ↑ 

72. Staff, “Huawei lanza en Chile una aceleradora de negocios para startups tecnológicas”, tyn 
magazine (April 4, 2022), https://tynmagazine.com/huawei-lanza-en-chile-aceleradora-de-
negocios-para-startups-tecnologicas/ ↑ 

73. Evan Ellis, “Venezuela: Understanding Political, External, and Criminal Actors in an 
Authoritarian State”, small wars journal (January 1, 
2022), https://smallwarsjournal.com/jrnl/art/venezuela-understanding-political-external-and-
criminal-actors-authoritarian-state ↑ 

74. Douglas Farah y Marianne Richardson, “The PRC’s Changing Strategic Priorities in Latin 
America: From Soft Power to Sharp Power Competition”, National Defense 



13 

University (October 19, 2021), https://www.ndu.edu/News/Article-View/Article/2814471/the-
prcs-changing-strategic-priorities-in-latin-america-from-soft-power-to-shar/ ↑ 

75. Press Statement, “U.S. sanctions CEIEC for supporting the illegitimate Maduro regime’s 
efforts to undermine venezuelan democracy”, U.S. Embassy Caracas (November 30, 
2020), https://ve.usembassy.gov/u-s-sanctions-ceiec-for-supporting-the-illegitimate-maduro-
regimes-efforts-to-undermine-venezuelan-democracy/ ↑ 

76. Angus Berwick, “How ZTE helps Venezuela create China-style social 
control”, reuters (Caracas: November 14, 
2018), https://www.reuters.com/investigates/special-report/venezuela-zte/ ↑ 

77. Frank Hersey, “The allure of Chinese ‘digital authoritarianism’ for Latin America”, biometric 
update (January 17, 2022), https://www.biometricupdate.com/202201/the-allure-of-chinese-
digital-authoritarianism-for-latin-america ↑ 

78. Daniel Lozano, “Un carnet de la patria para acceder a la vacuna en Venezuela”, el 
mundo (April 15, 
2021), https://www.elmundo.es/internacional/2021/04/15/60787662fdddfff5b68b4594.htm
l ↑ 

79. Frank Hersey, “The allure of Chinese ‘digital authoritarianism’ for Latin America”. ↑ 

80. Larry Press, “Havana can have 5G internet before Miami”, Havana live (June 20, 
2019) https://havana-live.com/havana-can-have-5g-internet-before-miami/ ↑ 

81. Claudia Padrón Cueto, “Officials attribute problems of access to economic limitations. The 
reality is very different”, Institute for War & Peace Reporting IWPR (December 18, 
2020), https://iwpr.net/global-voices/cubas-internet-blocked-pages-and-chinese-tech ↑ 

82. José de Córdoba, Santiago Pérez y Drew FitzGerald, “Cuban Protests Were Powered by the 
Internet. The State Then Pulled the Plug”, The Wall Street Journal (July 15, 
2021), https://www.wsj.com/articles/internet-powered-mass-protests-in-cuba-then-the-
government-pulled-the-plug-11626358893 ↑ 

83. Jack Dutton, “Is China Behind Cuba’s Protests Being Censored? How Beijing Could be 
Linked”, newsweek (July 12, 2021), https://www.newsweek.com/china-behind-cuba-protests-
censored-beijing-linked-1608771 ↑ 

84. Paul Mozur, Jonah M. Kessel y Melissa Chan, “Made in China, Exported to the World: The 
Surveillance State”, The New York Times (April 24, 
2019), https://www.nytimes.com/2019/04/24/technology/ecuador-surveillance-cameras-
police-government.html ↑ 

85. Carlos Flores, “‘We are living under constant video surveillance in Ecuador,’ says activist 
Anaís Córdova”, global voices (April 5, 2022) https://globalvoices.org/2022/04/05/we-are-
living-under-constant-video-surveillance-in-ecuador-says-activist-anais-cordova/ ↑ 

86. Sara Ortiz, “Lenín Moreno dice que el ECU 911 se usó de manera ‘perversa’ para 
espionaje”, el comercio (25 de abril de 
2019), https://www.elcomercio.com/actualidad/seguridad/lenin-moreno-ecu-911-
espionaje.html ↑ 

87. Julieta Pelcastre, “China Exports Citizen Control Model To Bolivia”, dialogo 
americas (October 22, 2019), https://dialogo-americas.com/articles/china-exports-citizen-
control-model-to-bolivia/#.Yk7tN9vMKUk ↑ 

88. “La Paz: Aprueban uso de tobilleras eléctricas para sospechosos de coronavirus”. ↑ 

89. Emily Feng, “Regulators Squash Giant Ant Group IPO”, National Public Radio NPR (November 
3, 2020), https://www.npr.org/2020/11/03/930799521/regulators-squash-giant-ant-
ipo?msclkid=aeb39257b6b511ecb48a52324bf3818a ↑ 



14 

90. Arjun Kharpal, “Didi shares tank 7% after Chinese regulators visit the ride-hailing giant for 
cybersecurity review”, cnbc First In Business Worldwide (July 16, 
2021), https://www.cnbc.com/2021/07/16/tech-crackdown-chinese-regulators-visit-didi-for-
cybersecurity-probe.html ↑ 

91. That pushback may have obliged DiDi to turn over its user data to Westone Information 
Technology, a company openly dedicated to data security tools for the Chinese Communist 
Party, and owned by the China Electronics Technology Group, associated with human rights 
abuses in Xinjian and elsewhere, thus ensuring that the PRC has more facilitated access to 
data collected by DiDi. ↑ 

 


